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a TOMCAT Features. b JEDIT Features.

c PROP Features. d LOG4J Features.

e XALAN Features. f ANT Features.

g LUCENE Features. h CAMEL Features.

Fig. 2 Best overall performing models for each dataset

4.3 Accuracy and variability of software features

In this section, we explore the following RQ3: “How comparable is the predictive
accuracy and variability of features in defect prediction models?”. To determine the
predictive accuracy of software features, we quantified all models that included the
target feature. In this case, the predictive accuracy represents the average AUC number
of all models that included the target feature. Similarly, the variability accounts for the
averageMeanAbsoluteDeviation (MAD) value of all models that incorporate the soft-
ware feature. Again, our implementation (US−XGB) generated millions of models.
Figure 3 shows the predictive accuracy and variability of the target software features.
Specifically, around 3.5% of the features are part of models in which the average AUC
numbers are higher than 82%. Our approach to feature selection associated most of
the features with significantly lower average AUC numbers (only around 77%). We
observe a similar leaning while investigating the distribution of features taking into
consideration the model variability. In this case, around 3% of the features associate
to models with low variability.

From the best-performing models in terms of accuracy (AUC numbers), 73% of
features relate to the Object-Oriented metrics, the remaining 27% relates to CK met-
rics. In terms of individual features, Measure Functional Abstraction (MFA) feature
appeared in around 14% of the best models. Completing the top-3, Lines of Code
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