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Abstract—A private compression design problem is studied,
where an encoder observes useful data Y , wishes to compress
it using variable length code and communicates it through
an unsecured channel. Since Y is correlated with private
data X , the encoder uses a private compression mechanism
to design encoded message C and sends it over the channel.
An adversary is assumed to have access to the output of the
encoder, i.e., C, and tries to estimate X . Furthermore, it is
assumed that both encoder and decoder have access to a shared
secret key W . In this work, we generalize the perfect privacy
(secrecy) assumption and consider a non-zero leakage between
the private data X and encoded message C. The design goal
is to encode message C with minimum possible average length
that satisfies non-perfect privacy constraints.

We find upper and lower bounds on the average length
of the encoded message using different privacy metrics and
study them in special cases. For the achievability we use two-
part construction coding and extended versions of Functional
Representation Lemma. Lastly, in an example we show that
the bounds can be asymptotically tight.

I. INTRODUCTION

In this paper, random variable (RV) Y denotes the useful
data and is correlated with the private data denoted by RV
X . An encoder wishes to compress Y and communicates it
to a user over an unsecured channel. The encoded message
is described by RV C. As shown in Fig. 1, it is assumed
that an adversary has access to the encoded message C,
and wants to extract information about X . Moreover, it
is assumed that the encoder and decoder have access to
a shared secret key denoted by RV W with size M . The
goal is to design encoded message C, which compresses Y ,
using a variable length code with minimum possible average
length that satisfies certain privacy constraints. We utilize
techniques used in privacy mechanism and compression
design problems and combine them to build such C. In
this work, we extend previous existing results [1], [2], by
generalizing the perfect privacy constraint and allowing non-
zero leakage. We use different privacy leakage constraints,
e.g., the mutual information between X and C equals to
ε, strong privacy constraint and bounded per-letter privacy
criterion. Here, we introduce an approach and apply it to a
lossless data compression problem.

Recently, the privacy mechanism and compression design
problems are receiving increased attention [1]–[18]. Specif-
ically, in [3], a notion of perfect secrecy is introduced by
Shannon where the public data and private data are statisti-
cally independent. Equivocation as a measure of information
leakage for information theoretic security has been used in
[4]–[6]. Fundamental limits of the privacy utility trade-off
measuring the leakage using estimation-theoretic guarantees
are studied in [7]. A privacy design with total variation as
privacy measure has been studied in [8]. A related source
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Fig. 1. In this work an encoder wants to compress Y which is correlated
with X under certain privacy leakage constraints and send it over a channel
where an eavesdropper has access to the output of the encoder.

coding problem with secrecy is studied in [10]. The concept
of privacy funnel is introduced in [12], where the privacy
utility trade-off has been studied considering the log-loss
as privacy measure and a distortion measure for utility.
The privacy-utility trade-offs considering equivocation and
expected distortion as measures of privacy and utility are
studied in both [6] and [10].

In [13], the problem of privacy-utility trade-off consid-
ering mutual information both as measures of utility and
privacy is studied. It is shown that under the perfect privacy
assumption, the privacy mechanism design problem can be
obtained by a linear program. Moreover, in [13], it has
been shown that information can be only revealed if the
kernel (leakage matrix) between useful data and private data
is not invertible. In [14], the work [13] is generalized by
relaxing the perfect privacy assumption allowing some small
bounded leakage. More specifically, the privacy mechanisms
with a per-letter privacy criterion considering an invertible
kernel are designed allowing a small leakage. This result is
generalized to a non-invertible leakage matrix in [15].
In [1], an approach to partial secrecy that is called secrecy
by design has been introduced and is applied to two in-
formation processing problems: privacy mechanism design
and lossless compression. For the privacy design problem,
bounds on privacy-utility trade-off are derived by using the
Functional Representation Lemma. These results are derived
under the perfect secrecy assumption. In [16], the privacy
problems considered in [1] are generalized by relaxing the
perfect secrecy constraint and allowing some leakages. In
[17], the privacy-utility trade-off with two different per-
letter privacy constraints is studied. Moreover, in [1], the
problems of fixed length and variable length compression
have been studied and upper and lower bounds on the
average length of encoded message have been derived.
These results are derived under the assumption that the
private data is independent of the encoded message.

Our problem here is closely related to [1], where we
generalize the variable length lossless compression problem



considered in [1] by removing the assumption that X and
C are independent, i.e., I(X; C(Y,W )) = 0, and therefore
allowing small leakage.

To this end we combine the privacy design techniques
used in [16], and [17], which are based on extended versions
of Functional Representation Lemma (FRL) and Strong
Functional Representation Lemma (SFRL), as well as the
lossless data compression design in [1]. FRL and SFRL are
constructive lemmas that are valuable for the design. We
find lower and upper bounds on the average length of the
encoded message C and study them in different scenarios.
For the achievability, we use two-part construction coding.
In an example we show that the obtained bounds can be
asymptotically tight. Furthermore, in case of perfect privacy,
the existing bounds found in [1] are improved considering
the case where X = (X1, X2) and X2 is a deterministic
function of X1.

II. SYSTEM MODEL AND PROBLEM FORMULATION

Let PXY denote the joint distribution of discrete random
variables X and Y defined on alphabets X and Y . We
assume that cardinality |X | is finite and |Y| is finite or
countably infinite. We represent PXY by a matrix defined on
R|X |×|Y| and marginal distributions of X and Y by vectors
PX and PY defined on R|X | and R|Y| given by the row and
column sums of PXY . The relation between X and Y is
given by the leakage matrix PX|Y defined on R|X |×|Y|. The
shared secret key is denoted by discrete RV W defined on
{1, ..,M} and is assumed to be accessible by both encoder
and decoder. Furthermore, we assume that W is uniformly
distributed and is independent of X and Y . A prefix-free
code with variable length and shared secret key of size M
is a pair of mappings:

(encoder) C : Y × {1, ..,M} → {0, 1}∗
(decoder) D : {0, 1}∗ × {1, ..,M} → Y.

The output of the encoder C(Y,W ) describes the encoded
message. The variable length code (C,D) is lossless if

P(D(C(Y,W ),W ) = Y ) = 1. (1)

Similar to [1], we define ε-private, strongly ε-private and
point-wise ε-private codes. The code (C,D) is ε-private if

I(C(Y,W );X) = ε. (2)

Moreover, the code (C,D) is bounded ε-private if

I(C(Y,W );X) ≤ ε. (3)

Let ξ be the support of C(W,Y ). For any c ∈ ξ let L(c) be
the length of the codeword. The code (C,D) is of (α,M)-
variable-length if

E(L(C(Y,w))) ≤ α, ∀w ∈ {1, ..,M}. (4)

Finally, let us define the sets Hε(α,M), and
Hεb(α,M), as follows: Hε(α,M) , {(C,D) :
(C,D) is ε-private and of (α,M)-variable-length},
and Hεb(α,M) , {(C′,D′) :
(C′,D′) is bounded ε-private and of (α,M)-variable-length}.
The private compression design problems can be then stated
as follows

L(PXY ,M, ε) = inf
(C,D):(C,D)∈Hε(α,M)

α, (5)

Lb(PXY ,M, ε) = inf
(C,D):(C,D)∈Hεb(α,M)

α. (6)

Clearly, we have Lb(PXY ,M, ε) ≤ L(PXY ,M, ε) and
Lb(PXY ,M, ε) ≤ L(PXY ,M, 0).

Remark 1. By letting ε = 0, both (5) and (6) lead to
the privacy-compression rate trade-off studied in [1]. In this
paper, we generalize the trade-off by considering a non-zero
ε.

Remark 2. The problem defined in (5) can be studied using
a different setup. To see a benefit consider the following
scenario: Assume that user 1 seeks for Y and we wish to
compress Y and send the encoded message denoted by U to
User 1 with a minimum possible average length. Moreover,
User 2 asks for a certain amount of information about X .
For instance, let the utility of User 2 be measured by the
mutual information between X and the encoded message
U , i.e., I(U ;X) ≥ ∆. In this scenario, Theorem 1 and
Theorem 2 can be useful to find lower and upper bounds.

III. MAIN RESULTS

In this section, we derive upper and lower bounds on
L(PXY ,M, ε), and Lb(PXY ,M, ε), defined in (5), and (6).
Next, we study the bounds in different scenarios, moreover,
we provide an example that shows that the bounds can be
tight. To do so let us recall ESFRL as follows.

Lemma 1. (EFRL [16, Lemma 3]): For any 0 ≤ ε <
I(X;Y ) and pair of RVs (X,Y ) distributed according to
PXY , there exists a RV U supported on U such that the leak-
age between X and U is equal to ε, i.e., we have I(U ;X) =
ε, Y is a deterministic function of (U,X), i.e., we have
H(Y |U,X) = 0, and |U| ≤ [|X |(|Y| − 1) + 1] [|X |+ 1] .
Furthermore, if X is a deterministic function of Y we have

|U| ≤ [|Y| − |X |+ 1] [|X |+ 1] . (7)

Proof: The only part which needs to be proved is (7)
and is provided in Appendix A.

The following lemma helps us to find lower bounds
on the entropy of a RV that satisfies I(U ;X) = ε and
H(Y |U,X) = 0 considering the shared key.

Lemma 2. Let the pair (X,Y ) be jointly distributed and
RV W be independent of X and Y . Then, if RV U satisfies
I(U ;X) = ε, and H(Y |U,X,W ) = 0, then, we have

H(U)≥max{L1(ε, PXY ), L2(ε, PXY ), L3(ε, PXY )}, (8)

where

L1(ε, PXY ) = H(Y |X), (9)
L2(ε, PXY ) = min

x∈X
H(Y |X) + ε, (10)

L3(ε, PXY ) = H(Y |X)−H(X|Y ) + ε, (11)

and minx∈X H(Y |X = x) is the minimum conditional
entropy which is non-zero.

Proof: The proof is provided in Appendix A.



In the next two theorems we provide upper and lower
bounds on L(PXY ,M, ε). The next theorem is a general-
ization of [1, Theorem 8] for correlated C and X .

Theorem 1. Let 0 ≤ ε ≤ H(X) and the pair of RVs (X,Y )
be distributed according to PXY , the shared secret key size
be |X |, i.e., M = |X |. Then, we have

L(PXY , |X |, ε) ≤∑
x∈X

H(Y |X = x)+ε+h(α)+1 +dlog(|X |)e,

(12)

where α = ε
H(X) and if |Y| is finite we have

L(PXY , |X |, ε)
≤ dlog (|X |(|Y| − 1) + 1) (|X |+ 1)e+ dlog(|X |)e, (13)

Finally, if X is a deterministic function of Y we have

L(PXY , |X |, ε)
≤ dlog((|Y| − |X |+ 1) [|X |+ 1])e+ dlog(|X |)e. (14)

Proof: The proof is based on [16, Lemma 5] and
the two-part construction coding and is provided in Ap-
pendix A.

In the next theorem we provide lower bounds on
L(PXY ,M, ε).

Theorem 2. Let 0 ≤ ε ≤ H(X) and the pair of RVs (X,Y )
be distributed according to PXY supported on alphabets X
and Y , where |X | is finite and |Y| is finite or countably
infinite. For any shared secret key size M ≥ 1 we have

L(PXY ,M, ε) ≥
max{L1(ε, PXY ), L2(ε, PXY ), L3(ε, PXY )}, (15)

where L1(ε, PXY ), L2(ε, PXY ) and L3(ε, PXY ) are defined
in (9), (10), and (11). Furthermore, if X is deterministic
function of Y , then we have

L(PXY ,M, ε) ≥ log(
1

maxx PX(x)
). (16)

Proof: The proof is based on Lemma 2 and is provided
in Appendix A.

Next, we provide an example where the upper and lower
bounds obtained in Theorem 1 and Theorem 2 are studied.

Example 1. Let Y = (Y1, .., YN ) be an i.i.d Bernoulli(0.5)
sequence and XN = 1

N

∑N
i=1 Yi. Clearly, XN is a function

of Y , |X | = N + 1 and |Y| = 2N . Using [1, (72)] we have

h0(PXY )
(a)
= H(Y |X) =

N∑
i=1

(
1

2
)N
(
N

i

)
, (17)

where (a) follows from [1, (70)]. Let the shared key size be
N + 1, by using Theorem 1 and Theorem 2 we have

ε+

N∑
i=1

(
1

2
)N
(
N

i

)
≤ L(PXY , N + 1, ε)

≤ log((N+2)(2N−N))+log(N+1),
(18)

where (14) is used for the upper bound and L3(ε, PXY ) is
used for the lower bound. Using [1, (73)] we have

lim
N→∞

h0(PXY )

N
= lim
N→∞

H(Y |X)

N
= h(0.5) = 1, (19)

where h(·) is the binary entropy function. Now by using
(18) and (19) we obtain

lim
N→∞

L(PXY , N + 1, ε)

N
= 1 (20)

Bounds for bounded leakage constraint: Here, we
assume that X = (X1, X2) where X = X1 × X2, 1 <
|X1| ≤ |X2|, and |X1||X2| = |X |. In the next theorem we
provide upper bounds for Lb(PXY ,M, ε). We show that
when the leakage is greater than a threshold we are able to
communicate the message over the channel using a shared
key size less than |X | and the receiver can decode the
message without any loss.

Theorem 3. Let ε ≥ H(X1) and RVs (X1, X2, Y ) be
distributed according to PX1X2Y and let the shared secret
key size be |X2|, i.e., M = |X2|. Then, we have

Lb(PXY , |X2|, ε) ≤∑
x∈X

H(Y |X = x)+H(X1)+2 +dlog(|X2|)e, (21)

if |Y| is finite, then

Lb(PXY , |X2|, ε)
≤ dlog (|X |(|Y| − 1) + 1)e+ dlog(|X2|)e+ 2 +H(X1),

(22)

and if X = (X1, X2) is deterministic function of Y , we get

Lb(PXY , |X2|, ε)
≤ dlog (|Y| − |X |+ 1)e+ dlog(|X2|)e+ 2 +H(X1),

(23)

Furthermore, let ε ≥ H(X2) and the shared secret key size
be |X1|. We have

Lb(PXY , |X1|, ε) ≤∑
x∈X

H(Y |X = x)+H(X2)+2 +dlog(|X1|)e, (24)

Proof: The proof is similar as proof of Theorem 1.
For proving (21), X2 is encoded by one-time-pad coding
[2, Lemma 1], which uses dlog(|X2|)e bits. Let the output
of one-time-pad coding be X̃2. Next we encode X1 using
any traditional code which uses at most H(X1) + 1 bits.
Next, we produce U based on FRL [1, Lemma 1] with
assignments X ← (X1, X2) and Y ← Y , and encode it
using any traditional code which uses at most H(U)+1 bits.
We send encoded X1, X̃2 and U over the channel. Since
U satisfies I(U ;X1, X2) = 0 and H(Y |U,X1, X2) = 0 by
using the upper bound on H(U) found in [1, Lemma 2]
we obtain H(U) ≤ ∑xH(Y |X = x). Finally, we obtain
Lb(PXY , |X2|, ε) ≤

∑
x∈XH(Y |X = x) + H(X1) + 2 +

dlog(|X2|)e. Note that at receiver side, using the shared
key and X̃2 we can decode X2 and by using X1, X2

and U we can decode Y without loss. For the leakage
constraint we note that the one-time-pad coding can be
used such that X̃2 be independent of (X1, X2, U). Thus, we
have I(X1, X̃2, U ;X1, X2) = H(X1) +H(X̃2) +H(U)−
H(X1|X1, X2) − H(X̃2|X1, X2) − H(U |X1, X2, X̃2)

(a)
=

H(X1) ≤ ε, where (a) follows by the independency between
X̃2 and (U,X1, X2), and independency between U and
(X1, X2). Proof of (22) and (23) are based on [1, (31)]



and [1, (41)]. Proof of (24) is similar to (21). We use one-
time-pad coding for encoding X1 instead of X2. In this
case we send compressed X2, X̃1 and U over the channel,
where X̃1 is the output of one-time-pad coding. We then
have Lb(PXY , |X1|, ε) ≤

∑
x∈XH(Y |X = x)+ H(X2)+

2 +dlog(|X1|)e.
Remark 3. As argued in [1, Theorem 9], when the leakage
is zero and X is a deterministic function of Y , if the shared
key size is less than the size of X , i.e., M ≤ |X |, lossless
variable length codes do not exist. However, as it is shown
in Theorem 3, when the leakage is more than a threshold,
for the key size less than |X | such codes exist.

Remark 4. The upper bounds (21) and (24) can be less
than the upper bound found in [1, Theorem 9] which is
obtained under perfect privacy assumption. For instance, if
H(X1) + 2 ≤ log(|X1|), then (21) is less than [1, (95)].
Later follows since we have H(X1) + 1 + dlog(|X2|)e ≤
log(|X1|) + dlog(|X |) − log(|X1|)e − 1 ≤ dlog(|X1|)e +
dlog(|X |) − log(|X1|)e − 1 ≤ dlog(|X |)e, where the last
inequality follows by dae+ dbe ≤ da+ be+ 1.

In the next theorem we find lower bounds for
Lb(PXY ,M, ε).

Theorem 4. Let 0 ≤ ε ≤ H(X) and RVs (X1, X2, Y ) be
distributed according to PX1X2Y . For any shared secret key
size M ≥ 1 we have

Lb(PXY ,M, ε) ≥ H(Y |X)−H(X|Y ). (25)

Furthermore, if X is deterministic function of Y , then we
have

Lb(PXY ,M, ε) ≥ log(
1

maxx PX(x)
). (26)

Proof: Let U = C(Y,W ) be the output of the encoder.
The code is bounded ε-private, thus I(U ;X1, X2) ≤ ε. Due
to recoverability, i.e., given the code, shared secret key, and
the private data, we can recover the useful data, it also
satisfies H(Y |W,U,X1, X2) = 0. Using (34) we have

H(U) ≥ I(U ;Y,W )

= I(U ;X) +H(Y |X) +H(W |X,Y )

−H(W |X,U)−H(Y |X,U,W )−H(X|Y,W )

+H(X|W,Y,U)

≥ H(Y |X) +H(W )−H(W |X,U)

−H(X|Y ) +H(X|Y,U,W )

≥ H(Y |X)−H(X|Y ),

where we used I(U ;X) ≥ 0, H(X|Y,U,W ) ≥ 0 and
independency of W and (X,Y ). Proof of (26) is similar
to (16).

A general approach for X: Next, by using the same
construction as in Theorem 3, we find upper bounds on
Lb(PXY ,M, ε) for any joint distribution PXY . Note that if
|X | is not a prime number then we can show X by (X1, X2)
where X = X1 ×X2, 1 < |X1| ≤ |X2|, |X1||X2| = |X | and
PX(x) = PX1,X2(x1, x2). Furthermore, if |X | is a prime
number then we can show X by (X1, X2) where |X1||X2| =
|X |+1 and PX1,X2

(|X1|, |X2|) = 0. Let SX be all possible
representations of X where X = (X1, X2). For a fixed ε

we define S1εX = {(X1, X2) : (X1, X2) ∈ SX , H(X1) ≤ ε}
and S2εX = {(X1, X2) : (X1, X2) ∈ SX , H(X2) ≤ ε}.
Theorem 5. For any ε ≥ 0, pair of RVs (X,Y ) distributed
according to PXY and shared key size M ≥ α, if S1εX 6= Ø
we have

Lb(PXY ,M, ε) ≤∑
x∈X

H(Y |X = x)+2+ min
(X1,X2)∈S1ε

X

{H(X1)+dlog(|X2|)e} ,

(27)

where α = | arg minX2:(X1,X2)∈S1ε
X
H(X1) +

dlog(|X2|)e| < |X | and |S| denotes the size of the
RV S. If S2εX 6= Ø, for a shared key size M ≥ β we have

Lb(PXY ,M, ε) ≤∑
x∈X

H(Y |X = x)+2+ min
(X1,X2)∈S1ε

X

{H(X2)+dlog(|X1|)e} ,

(28)

where α = | arg minX1:(X1,X2)∈S2ε
X
H(X1) +

dlog(|X2|)e| < |X |.
Proof: For proving (27) let (X1, X2) ∈ S1εX . Then, by

using Theorem 3 we have

Lb(PXY , |X2|, ε) ≤∑
x∈X

H(Y |X = x)+H(X1)+2 +dlog(|X2|)e. (29)

Since (29) holds for any (X1, X2) ∈ S1εX we can take
minimum over (X1, X2) which results in (27). Furthermore,
the key size is chosen as | arg minX2:(X1,X2)∈S1ε

X
H(X1) +

dlog(|X2|)e| < |X | and note that the first term∑
x∈X H(Y |X = x) remains the same since it is a function

of PY |X1X2
, i.e., distributions including the pair (X1, X2)

do not change since PX1,X2
(x1, x2) = PX(x). Using (24)

and following the same approach (28) is obtained.

Remark 5. The upper bounds (27) and (28) generalize (21)
and (24). Upper bounds (21) and (24) are obtained for fixed
(X1, X2). Thus, by taking minimum over (X1, X2) ∈ S1εX
and (X1, X2) ∈ S2εX we get tighter upper bounds.

Remark 6. Same lower bounds as obtained in Theorem 4
can be used here since the separation technique does not
improve the bounds in (25) and (26).

Remark 7. Using Example 1, we can check that the
bounds obtained in Theorem 3, Theorem 4, Theorem 5, and
Theorem 6 can be asymptotically tight.

Next, we provide an example to clarify the construction
in Theorem 5 and compare the bounds with perfect privacy
case.

Example 2. Let RV X ∈ {1, .., 12} with distribution
PX(x) = 0.05, x ∈ {1, .., 10} and PX(x) = 0.475, x ∈
{11, 12} be correlated with Y where Y |X = x is a
BSC(0.5). To calculate the bound in Theorem 5 one possible
separation of X is (X1, X2) where distribution of X1 and
X2 are PX1(x1) = 0.01, x ∈ {1, .., 5}, PX1(x1) =
0.95, x1 = 6 and PX2

(x2) = 0.5, x ∈ {1, 2}. In this case,
H(X1) = 0.4025 and log(|X2|) = 1. Using the bound (21),



for all ε ≥ 0.4025 and key size M ≥ 1 we have

Lb(PXY ,M, ε) ≤∑
x∈X

H(Y |X = x)+H(X1)+2 +dlog(|X2|)e = 15.45 bits,

By using the bound [1, (95)], for the key size M ≥ 12 we
have

Lb(PXY ,M, 0) ≤ 17 bits.

Note that since |Y| = 2 we can also use the following bound
instead of (27)

Lb(PXY ,M, ε) ≤ dlog (|X |(|Y| − 1) + 1)e+ 2

+ min
(X1,X2)∈S1ε

X

{dlog(|X2|)e+H(X1)} .

By checking all possible separations, the minimum of
dlog(|X2|)e + H(X1) occurs at |X1| = 6, and |X2| = 2
where X1 and X2 have the distributions mentioned before.
Thus, for all ε ≥ 0.4025 and key size M ≥ 1 we have
Lb(PXY ,M, ε) ≤ 7.4025 bits. By using the bound [1, (96)],
for the key size M ≥ 12 we have Lb(PXY ,M, 0) ≤ 9 bits.
We can see that by allowing small amount of leakage
with shorter secret key size we are able to send shorter
codewords.

Perfect privacy (ε = 0): In this part, we let ε = 0 and
consider the problem as in [1]. We show that when X =
(X1, X2) where X2 is a deterministic function of X1 the
upper bounds on Lb(PXY ,M, 0) can be improved by using
shorter shared key size, i.e., M < |X |. In the next theorem
we provide upper bounds on Lb(PXY ,M, 0).

Theorem 6. Let X = (X1, X2) where X2 = f(X1) and
the shared key size be |X1|. We have

Lb(PXY , |X1|, 0) ≤∑
x1∈X1

H(Y |X1 = x1)+1+dlog(|X1|)e, (30)

if |Y| is finite, then

Lb(PXY , |X1|, 0)

≤ dlog (|X |(|Y| − 1) + 1)e+ dlog(|X1|)e+ 1, (31)

and if X = (X1, X2) is deterministic function of Y , we get

Lb(PXY , |X1|, 0) ≤ dlog (|Y| − |X |+ 1)e+dlog(|X1|)e+1.
(32)

Proof: For proving (30), let U be produced based on
FRL [1, Lemma 1] with assignments X ← (X1, X2) and
Y ← Y , and encode it using any traditional code which
uses at most H(U) + 1 bits. Thus, I(U ;X1, X2) = 0 and
H(Y |X1, X2, U) = 0. Since X2 = f(X1), we have

H(Y |X1, X2, U) = H(X1, U) = 0. (33)

Using [1, Lemma 2], we have H(U) ≤ ∑
xH(Y |X =

x). We encode X1 by one-time-pad coding which uses
dlog(|X1|)e bits. Let the output of one-time-pad coding
be X̃1. We send compressed X̃1 and U over the chan-
nel. Using the upper bound on H(U) and X̃1 we have
Lb(PXY , |X1|, 0) ≤∑x∈XH(Y |X = x) + 1 + dlog(|X1|)e.
At receiver side, using the shared key, first X1 is decoded
and we then use (33) to decode Y using X1 and U . For

the leakage constraint, independency between X̃1 and X1

implies I(X1, X2; X̃1) = 0, and the later follows since
X2 = f(X1). Furthermore, we choose X̃1 to be independent
of U . Thus,

I(X̃1, U ;X1, X2) = I(X̃1, U ;X1) = I(X̃1;X1) = 0.

The bounds (31) and (32) can be obtained using [1, (31)]
and [1, (41)].

Remark 8. Clearly, when X = (X1, X2) with X2 = f(X1)
the upper bounds (30), (31) and (32) improve the bounds
in [1, Theorem 8].

Special case: X = (X1, X2) and X2 = f(X1): In this
part, we use similar approaches as used in Theorem 5 and
Theorem 6 to find upper bounds. We encode X1 using one-
time-pad coding and same U as in Theorem 6. As shown in
Theorem 6, X1 is sufficient to decode Y since X2 = f(X1),
however in this scheme we do not use the possibility that
we are allowed to leak about X . Similar to Theorem 6,
we obtain Lb(PXY , |X1|, ε) ≤

∑
x∈XH(Y |X = x)+1+

dlog(|X1|)e =
∑
x1∈X1

H(Y |X1 = x1) + 1 + dlog(|X1|)e.
Next, we use the separation technique as used in Theorem 5.
For any ε ≥ 0 if a separation exist such that ε ≥ H(X ′1),
where X1 = (X ′1, X

′′
1 ), we obtain Lb(PXY , |X ′′|, ε) ≤∑

x1∈X1
H(Y |X1 = x1)+H(X ′1)+2+dlog(|X ′′1 |)e. Further-

more, we can take minimum over all possible separations
to improve the upper bound. Let SεX1

be the all possible
separations where ε ≥ H(X ′1). We have

Lb(PXY , α, ε) ≤∑
x1∈X1

H(Y |X1 = x1)+2+ min
(X′

1,X
′′
1 )∈SεX1

{H(X ′1)+dlog(|X ′′1 |)e} ,

where α = | arg minX′′
1 :(X′

1,X
′′
1 )∈SεX1

H(X ′1) +

dlog(|X ′′1 |)e| < |X1|.
We can see that the upper bound on Lb(PXY , |X ′′|, ε)
can be less than the bound in (30). For instance, let
H(X ′1) + 2 ≤ log(|X ′1|). Using the same arguments as in
Remark 4 we have H(X ′1)+1+dlog(|X ′′1 |)e ≤ dlog(|X1|)e.
Hence, if the leakage is more than a threshold it can help
us to improve the upper bound and send shorter codewords
compared to the perfect privacy case. Moreover, it helps us
to use shorter shared secret key size.
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[13] B. Rassouli and D. Gündüz, “On perfect privacy,” IEEE Journal on
Selected Areas in Information Theory, vol. 2, no. 1, pp. 177–191,
2021.

[14] A. Zamani, T. J. Oechtering, and M. Skoglund, “A design frame-
work for strongly χ2-private data disclosure,” IEEE Transactions on
Information Forensics and Security, vol. 16, pp. 2312–2325, 2021.

[15] A. Zamani, T. J. Oechtering, and M. Skoglund, “Data disclosure
with non-zero leakage and non-invertible leakage matrix,” IEEE
Transactions on Information Forensics and Security, vol. 17, pp. 165–
179, 2022.

[16] A. Zamani, T. J. Oechtering, and M. Skoglund, “Bounds for privacy-
utility trade-off with non-zero leakage,” in 2022 IEEE International
Symposium on Information Theory (ISIT), 2022, pp. 620–625.

[17] ——, “Bounds for privacy-utility trade-off with per-letter privacy
constraints and non-zero leakage,” in 2022 IEEE Information Theory
Workshop (ITW), 2022, pp. 13–18.

[18] S. Asoodeh, M. Diaz, F. Alajaji, and T. Linder, “Information ex-
traction under privacy constraints,” Information, vol. 7, no. 1, p. 15,
2016.

APPENDIX A

Proof of Lemma 1: The proof of (7) is based on the
construction used in [16, Lemma 3] and [1, Lemma 1].
When X is a deterministic function of Y , Ũ is found by
FRL [1, Lemma 1] as it is used in [16, Lemma 3] satisfies
|Ũ | ≤ |Y| − |X | + 1. Using the construction as in [16,
Lemma 3] we have |U| ≤ (|Y| − |X |+ 1)(|X |+ 1).

Proof of Lemma 2: First we obtain L3(ε, PXY ). Using
the key equation [16, (7)] with assignments X ← X and
Y ← (Y,W ), for any RVs X , Y , W , and U , we have

I(U ;Y,W ) = I(U ;X) +H(Y,W |X)

−H(Y,W |X,U)− I(X;U |Y,W ). (34)

Using (34) if U satisfies I(U ;X) = ε and H(Y |U,X,W ) =
0 and W is independent of (X,Y ), we have

H(U) ≥ I(U ;Y,W )

= I(U ;X) +H(Y |X) +H(W |X,Y )

−H(W |X,U)−H(Y |X,U,W )−H(X|Y,W )

+H(X|W,Y,U)

(a)
= ε+H(Y |X) +H(W )−H(W |X,U)

−H(X|Y ) +H(X|Y,U,W )

(b)

≥ ε+H(Y |X)−H(X|Y ),

where in (a) we used I(X;U) = ε, independence of W and
(X,Y ), and H(Y |X,U,W ) = 0. Step (b) follows from the
non-negativity of H(W )−H(W |X,U) = I(W ;X,U) and
H(X|Y,U,W ).

For proving L2(ε, PXY ) note that we have

H(U) ≥ min
x
H(U |X = x) + ε, (35)

since H(U) − minxH(U |X = x) ≥ H(U) −∑
xPX(x)H(U |X=x) = ε. Furthermore,

H(U |X = x) ≥ H(U |W,X = x) (36)
(a)

≥ H(U |W,X = x) +H(Y |U,W,X = x)

= H(U, Y |W,X = x)

= H(Y |W,X = x) +H(U |Y,W,X = x)

(b)

≥ H(Y |W,X = x) = H(Y |X = x), (37)

where (a) used the fact that H(Y |U,W,X = x) = 0 since
H(Y |U,W,X) = 0. (b) follows since W is independent
of X and Y . Taking the minimum at both sides we get
minxH(U |X = x) ≥ minxH(Y |X = x). Combining it
with (35) we obtain L2(ε, PXY ). To obtain L1(ε, PXY ),
we take the average from both sides of (36) and (37). This
gives us H(U) ≥ H(U |X) ≥ H(Y |X), which completes
the proof.
Proof of Theorem 1: For proving (12), we use two-part
construction coding scheme as used in [1]. First, the private
data X is encoded by one-time-pad coding [2, Lemma 1],
which uses dlog(|X |)e bits. Next, we produce U based on
EFRL [16, Lemma 3] and encode it using any traditional
code which uses at most H(U) + 1 bits. By using the
upper bound on H(U) found in [16, Lemma 5] we obtain
L(PXY , |X |, ε) ≤

∑
x∈XH(Y |X = x) + ε+h(α) + 1 +

dlog(|X |)e. For proving (13) and (14) we use the same
coding and note that when |Y| is finite we use the bound
in (7), which results in (13). Furthermore, when X is a
deterministic function of Y we can use the bound in (7)
that leads to (14). Moreover, for the leakage constraint
we note that the randomness of one-time-pad coding is
independent of X and the output of the EFRL. Let Z be
the compressed output of the EFRL and X̃ be the output
of the one-time-pad coding. Then, we have I(X; X̃, Z) =
I(X; X̃) + I(X;Z|X̃) = I(X;Z) = ε, where we used the
independency between X̃ and (Z,X).
Proof of Theorem 2: Let Ũ = C(Y,W ) be the out-
put of the encoder. Since the code is ε-private it sat-
isfies I(U ;X) = ε. Due to recoverability, we can re-
cover the useful data, it also satisfies H(Y |U,X,W ) =
0. Thus, by using Lemma 2 we have H(Ũ) ≥
max{L1(ε, PXY ), L2(ε, PXY ), L3(ε, PXY )}, which results
in (15). The proof of (16) is similar to [1, Theorem 9]. For
any ũ ∈ ξ we have

PŨ (ũ) =
∑
x

PX(x)PŨ |X(ũ|x)

≤ max
x

PX(x)
∑
x

PŨ |X(ũ|x)

= max
x

PX(x)
∑
x

∑
w

PŨ |WX(ũ|w, x)PW (w)

= max
x

PX(x)
∑
w

PW (w)
∑
x

PŨ |WX(ũ|w, x)

(a)

≤ max
x

PX(x)
∑
w

PW (w) = max
x

PX(x),

where (a) follows by the lossless condition, since as argued
in [1, Theorem 9], for a lossless code PŨ |WX(ũ|w, x) > 0

for at most one x ∈ X . Hence, we have H(Ũ) ≥
log( 1

maxx PX(x) ).


